
CONCORDIA in a Nutshell
Objectives, Goals 



CONSORTIUM
Å42 (+4) Partners

Å23 Academia

Å23 Industryand
Organisations

16 MillionsEC funding
for 4 years

7 Millionsadditional fundingfrom
national authoritiesandindustry

<#>



Objectives (1) 
ÅO1: Position the CONCORDIA ecosystem, a CybersecurityCompetence 

Network with leadingresearch, technology, industrialandpublic
competencesto build the European Secure, ResilientandTrusted
Ecosystem, with the CODE researchcenterascoordinatorandhub, and
ENISA assecretary.

ÅO2: Usingan open, agile andadaptive governancemodelandprocesses

ÅO3: Devise a cybersecurityroadmapto identify powerful research
paradigms, to do hands-on experimental validation, prototype andsolution
developmentin an agile wayto quicklyidentify successfulbut also 
unsuccessfulpotential productdevelopment

ÅO4: Developnext-generation cybersecuritysolutionsby takinga holistic
end-to-end data-driven approach

ÅO5: Scaleup existingresearchandinnovationwith/hb/hw5L!Ωǎvirtual
lab andservices



Objectives (2)
ÅO6: Identify marketablesolutionsandgrow pioneeringtechniques

towardsfully developingtheir transformative potential

ÅO7: Developsector-specific(vertical) andcross-sector(horizontal) 
industrial pilots with building incubators

ÅO8: Launch Open Calls to allowentrepreneursandindividualsto stress 
their solutionswith the development

ÅO9: Set up an Advisory Board

ÅO10: Mediate betweenmultiple communities

ÅO11: Establishan European Education Ecosystemfor Cybersecurity

ÅO12: Provideexpertiseto European policymakersand industry



Strengtheningthe competitivenessandgrowth
Innovation askeyof success



Data-drivenadaptive Approach to Cybersecurity
Complex, dynamic, fast growing, highlyconnected
άLƴǘŜǊƴŜǘ of Everythingέ from IoTto Cloud



Pilots(1)



Pilots(2)
ÅTelecommunication: ThreatIntelligencefor the TelcoSector

ÅFinance: AssessingCyberRisks, ThreatIntelligencefor the Finance
Sector

ÅSecurityof the E-charginginfrastructure

ÅeHealth: Privacy andData Protectionof Medical Data

ÅDefence: Security of UnmannedAerial Systems (UAS)

Cross-Domain: ThreatIntelligence, DDoSClearing House



Governance (1)



Governance (2)



DISSEMINATION
Website https://www.concordia-h2020.eu  Confluence as Tool for

Collaboration

GitLab as Versioning Tool



Kickoff on January 28thς29th in Munich


