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The background
CONCORDIA task on building an 

European Education Ecosystem for Cybersecurity
EIT Digital Professional School expertise

https://www.concordia-h2020.eu/ https://professionalschool.eitdigital.eu/
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The process for Creating content – main 
characteristics

• Engagement with target audience from early stages of the 
process

• Focus on addressing the needs of individual industries (eg. 
Telecom, eHealth, Defence, Finance, Transport)

• Building the content with input from the Industry
• Balanced content between theoretical concepts / case studies 

and hands-on exercises
• Entrepreneurial / Business component as a must!
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Process for Creating content for a course
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M1 M2-M3 M4-M7 M8 M9....
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(run pilot-course)

DELIVER
course

K&S for Profile;
Learning objectives

CONCORDIA 
pilot-course

Refine after (1)

Regular Course

ENGAGE
(survey)
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(multi-stakeholder 
workshop)Cluster needs per 

industries

CONCORDIA industry partners
Other 3 pilots’ partners

EIT Digital partners
Industry organizations

(1)
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The Deployment model – main characteristics

• “3 weeks online + 3 days Face2Face” structure. 
• The online module is accessible 3 weeks prior to the Face2Face 

Masterclass. 
• The topics taught online are opened sequentially, with a 

frequency of one per week. 
• Face2Face component - Business Development (BD) 

experience
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A model for Deploying the course

6



CONCORDIACyber security cOmpeteNCe fOr Research anD InnovAtion

Defining the content - Your feedback needed

• Length of the online sessions (length of a module, no of hours 
in total)

• Length of the F2F session
• How many Knowledge & Skills to be covered in one course?
• For F2F – session on networking? Visit to a local industry?
• Coaches after the course?
• Content general for the industry or tailored further for a 

company?
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Thank you!
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Contact

Research Institute CODE
Carl-Wery-Straße 22

81739 Munich
Germany

contact@concordia-h2020.eu

Follow us

www.concordia-h2020.eu

www.twitter.com/concordiah2020

www.facebook.com/concordia.eu

TM

www.linkedin.com/in/concordia-h2020

www.instagram.com/concordiah2020.eu


