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Process for Creating content for a course
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M1 M2-M3 M4-M7 M8 M9....

PRODUCE
(curricula, 
content)

VALIDATE
(run pilot-course)

DELIVER
course

K&S for Profile;
Learning objectives 

CONCORDIA 
pilot-course

Refine after (1)

Regular Course

ENGAGE
(survey)

DEFINE
(multi-stakeholder 
workshop)Cluster needs per 

industries

Corporates
Industry associations

(1)

(2) ……..
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Implementing the process – the ENGAGE step

Survey Main Objectives
➥To collect initial feedback on the Profile 

targeted and Learning Objectives
➥To pre-identify the main technology 

issues/industry to be addressed by the 
course
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ENGAGE

DEFINE
(multi-
stakeholder 
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Do you find the "Cybersecurity Consultant" role (or 
alike) relevant for your company?
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YES; 76%

NO ; 24%
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Tell us up to 3 things you consider a Cybersecurity 
consultant should know
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business
36%

technology
45%

threats
19%

A CS CONSULTANT SHOULD KNOW ABOUT ...
(% OUT OF THE TOTAL NO. OF ANSWERS - 92)
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Tell us up to 3 things you consider a Cybersecurity 
consultant should do in a company
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business
58%

technical
36%

threats
6%

A CS CONSULTANT SHOULD DO...
(% OUT OF THE TOTAL NO. OF ANSWERS - 83) 
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How important do you consider for a Cybersecurity 
consultant to have a good understanding of 

cybersecurity related business and economics topics?
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very important; 45%

important; 42%

not that important; 8%

don't know; 5%
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Main learning objectives
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Learning Objective 1 – THREATS
Update on the existing and emerging cybersecurity threats of the XYZ industry, the assets possible
to be impacted, and the latest models of attacks.

Learning Objective 2 – TECHNOLOGY
Become knowledgeable about specific technological threats (identified with the industry) by
learning how to anticipate and prevent them, while developing proactive management skills

Learning Objective 3 – ECONOMICS and BUSSINES
Get an understanding of the economics behind cybersecurity activities within your organization.
Learn about risk management and information security to protect the corporate reputation and
preserve customer loyalty.
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Implementing the process – the DEFINE step
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Thank you!
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Felicia.Cutas@eitdigital.eu
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Contact

Research Institute CODE
Carl-Wery-Straße 22

81739 Munich
Germany

contact@concordia-h2020.eu

Follow us

www.concordia-h2020.eu

www.twitter.com/concordiah2020

www.facebook.com/concordia.eu

TM

www.linkedin.com/in/concordia-h2020

www.instagram.com/concordiah2020.eu


